Privacy Protection through Anonymity in Location-based Services

The adoption of location-based services (LBS) brings new privacy threats to users when they look for their friends, the nearest hospital, or driving directions to places of faith. Simply masking off the identity in LBS requests is not enough, as the user location information revealed in the requests may be used to associate the sensitive information of the user back to his/her identity. In this talk, I will discuss various privacy threats to LBS users, and concentrate on the use of anonymization as a protection mechanism. Anonymity here means indistinguishability of individual users in a large group of people. I will then present a couple of specific scenarios, the corresponding defense techniques, and the evaluation metrics important in this domain.
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